Atitit 获取敏感信息 名字身份证号码 银行卡号码
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## 手机号码

"黑客在打开嗅探设备后，寻找附近的2G手机，或者干脆去只有2G信号的地方来寻找手机机主。在得到你的手机号之后，黑客再根据手中的数据库来继续搜索跟手机号码关联的身份证号、常用密码等 ，接下来转移钱财就会变得很容易"

## 获取验证码 嗅探设备

## 获取身份证 银行卡号码 通过 特定app

"他银行信息获取渠道也有一些参考（热点 | 揭秘银行卡盗刷真相，原来犯罪团伙是这样盗取信息的！）， 《一部手机失窃而揭露的窃取个人信息实现资金盗取的黑色产业链》一文让我知道，可全程用的都是正常的业务操作，只是把各个机构的“弱验证”的相关业务链接起来，形成巨大的破坏；并且使用了技术手段通过了人脸验证，用图片处理技术来绕过活体人脸识别验证等等，并且通过第三方支付快捷转账功能绕过银行的异常监控"

比如飞猪等旅行app获取身份证号码

## 获取密码 撞库